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Abstract— Bulk of financial institutions are not in a positon to
provide uniform and consistent risk information across the
enterprise. There has been unprecedented level of g@lation
across Europe and Americas in the recent years taddress risks
and improve transparency in financial industry. Majority of the
firms in capital markets are facing challenges fromregulatory
norms and the firms are expected to address ineffiencies of
reference data management (RDM). Reference data magement
started acquiring strategic priority, with new and revised
regulatory proposals potentially redesigning of thevays in which
reference data is acquired, processed and consumég various
stakeholders and users. Over the next few years, dhFATCA,
MIFID, the Dodd Frank Act, EMIR, Solvency Il will ha ve a more
impact on the way reference data are acquired, aggpated,
structured, managed, distributed and reported. Finacial firms
have focused more to address data management chaljes at an
enterprise level and their roadmaps for adopting neer data
management paradigms which would aid in establiship global
standards for reference data. This research focusé®w new and
changing regulations impacting reference data.

Index Terms— Regulatory impact, Reference Data Management,
FATCA, EMIR, Dodd-Frank Act, Solvency II, MiFID

|. INTRODUCTION

For all those businesses, particularly those thaetcross-
border and also cross-asset class activities, &g to meet
their regulatory and investor reporting requirersendll be
disseminated across discrete organization uni sifal/or kept
in different (often legacy) systems . Because &, tih would
be difficult to extract the required data when ieegi and
allow it to become consistent and comprehensive.

Regulatory developments lay a specific obligation o

reference data management. In order to scale dgsatersic
risk and raise transparency, regulators and Gowemtsnof
nations are enacting several laws and regulatiomshwwill

necessitate reliable and real-time accessibilityd a
superior quality data at all time.

*  Competition within the securities industry reinfesdo
set up more economies of scale within a serviceé tha
incorporates labor-intensive processes and
extraordinarily skilled resources.

« Growing trading quantities coupled with demanding
clientele with regard to data quality and transpaye
requirements force financial institutions to hawatcol
of their risks (operational, reputation, . . .) wtthe
same time bringing down operating costs
simultaneously.

e In an automated world where STP is the simple rule,
institutions are unable to bear inconsistencies,
incomplete or any inaccurate reference data thtt wi
actually generate internal failure.

A. Definitions

Static Data

e Security identifiers: ISIN codes, Sedols, Cusips,
Tickers...

e Financial Instruments definitions: Name of the
instrument, its interest rate, Date of its issugrency
etc.

Dynamic data

« Data related to prices: End of Day quotes, Delayed
quotes, Real-time quotes and Forex Rates

e Data pertaining to Risk and Tax: Tax and risk data
associated to the financial instrument

e Data related to participants: Counterparties for
securities transactions....

e Corporate data: Ratings, macro-economic data, alpha
beta...

B. What is Reference Data?

Reference data are the set of permissible values fr
outside the organization that are used by othex fileids. The
data are static and do not need occasional regisReference
data are the data objects pertaining to transactiord may
Reference Data Management, financial institutiomegetto face include types and codes and sometimes cross-domain
many new challenges mentioned below: mappings or standards as well. Examples of referatata

» With a relentlessly innovative market and neveriegnd cover transaction codes, units or measure, cowatgs, date

new instruments to keep control of, financial and time zone codes, corporate codes, calendas,coggency
institutions must be in a position to integrate andcodes etc. While reference data used to categotimr data
standardize securities reference data. within enterprise applications and databases amsists of

« Upcoming regulations and constantly ever increasingnly permissible values and textual descriptiorchsas lookup

numbers of restrictive compliance regulationstable and code table, master data represents ethéusiness
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enforce increased disclosure responsibilities ovestment
management institutions.

Il. GENERALINDUSTRY CONTEXT
In order to meet new and upcoming requirementsee|e
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entities that participate within transactions andovjale
information of customers, materials etc. to eniegw
Information provided in reference data are usedlassify or
group other information and provides them contdxtaaie.

Use of reference data helps organizations in ekagut

importance throughout the Investment Bank. In summa

markets would see new ways to handle data managemen

which would help firms achieving consistent, reale and
reconciled data for a successful data management.
Regulatory reforms force financial institutionshave basic

business processes and helps them providing a alogicrequirements to be in place within Investment Bagki

segmentation based on which transaction data ealkyzaul. * Risk including systems which usually assess will
Human intelligence will be obligatory to map refere data. certainly acquire reconciled real time data
Some of the examples of reference data managemeent a « Real-time monitors are made available for countgypa

e Healthcare: Diagnostic Codes

e Spend Management: Product, Service & Supplier
Codes .

e« Change Management: Product Codes and Point of
Sales (PoS) Transaction

e Institutions having presence in more than one natio

exposures, performance attributes, and variousr othe
management and operational monitors

Real-time event trackers to caution before compmheti
of trade transactions when restrictions are being
approached, and when potential invalid trading or
fraudulent trading events occur — in near real-time

Industry Classification Schemes

Capital markets firms are facing challenges frogutatory
environment and industry expects need for
inefficiencies of reference data management (RDNhere is
immense need for next-generation reference datageament
capabilities as every organization started realizimle of data
management in revenue generation.

An exceptional standard of regulation is unfoldorgeither
side of the Atlantic to focus on systemic riskgtHarmore the
soundness and disclosure of the financial sectarchS
regulations include the Basel Capital Regulatinge€&lives,
Dodd-Frank Act, Markets in Financial Instrumentgdative
(MIiFID) 1I, European Market Infrastructure Regutati
(EMIR), Foreign Account Tax Compliance Act (FATCAhd

addrgssin

e Compliance real-time reporting — internal and to
external parties such as Office of Financial Regear
(OFR), US Securities Exchange Commission (SEC),
etc., will be obtained and presented in close &-re
time, moving from a traditional data management)BO
function to order management (FO) / fund accounting
(MO) and overall management function.

* Centralized reference data center delivers referenc
data to trading platforms on a constant basis for a

those products.

[ll. REGULATORY ENVIRONMENT

During the collapse of Lehman Brothers in 2008wéts
evident that the enterprise reference data kemtrpgnizations

Know Your Customer (KYC). To comply with regulatory was neither up-to-date nor valuable enough to dstrate a

requirement and to reduce systemic risk, the neyula¢ions
encompass data on trading transactions and coanterp
identities.

Firms need to have accurate data so that risklgsoéind
dynamics of various financial instruments and thegpective
legal entities. Changes in the regulatory enviramnexpect
OTC derivatives to get bought and sold via excharayel get
them cleared using central counterparty clearingesuSuch
changes would put additional pressure on the nederalata
management (RDM) function.

Firms recognize that data management not reallpst ¢
center but a valuable element of income generat@apital
markets corporations attempting to improve theierafional
efficiencies and flexibility as well. It can be wrdtood that it
can only be achievable with a new technology cénexice data

correct representation of market risk and expodbue. to this,
the default regulators did not have the informatimeded to
identify the build-up of systemic risk earlier, arttien
counterparties to the financial institution weret rable to
recognize swiftly or accurately which of their tesdwere with
Lehman group entities or other uncovered parties.

An important lesson from the episode is that data i
unquestionably crucial to all of these efforts, atfuht
enterprises will need to take individual resporityofor their
data. There are many institutions that have notubethe
process of analyzing their current data architectand
identifying quality issues with their data. Thegent need to
keep their attention on processes relating to lessirentity
reference data.

Efforts in financial reforms increasingly gainedpiantance

management competencies which will make use ofabociin the recent years which focuses on managing rsaie risk

media analytics and virtualization. In addition ttmat, those
capabilities help firms improving their risk measment and
regulatory reporting.

With the new regulatory reform, reference datadmigg
importance as this would give rise to bring in dstescy
across organization because of office of financedearch
(OFR) field auditors analyzing both internal praasas well
as overall data management. Moreover, consolidatifegence
data, integrating both client and account data,
implementing new legal entity specifications entenan
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better and increasing interdependence on globaketsarThe
overhaul of global systems following the financtaisis has
led to an audit of data which enterprises keep ath@amselves
and their counterparties or clientele, generallyown as
business entity reference data. This “data exptorats being
dependent on the cumulative result of differenttganf
regulation, which include the European Market Isfinacture
Regulation (EMIR) and Solvency Il in Europe and edd-

anéfrank Act and the Foreign Account Tax Compliancet Ac

(FATCA) in the U.S. would impact globally. The most
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important objective of these proposals, except F&TCA,
would be to make improvements to risk managemenhén
financial system.

Regulatory support can certainly help in settingbgl
standards for reference data. In addition, it iscprious to
build a collaborative ecosystem that ensures al Iplaging
field is created for all participants by eliminagia multitude of
data standards and providing players with an assardo
invest in sanctioned standards. The RDM utilitiel provide
a stable, credible and consistent reference dataafuital
market firms. Mainly because the reference datgeiserated
and utilized by industry participants, the envir@mnhprovides
a neutral ground and expected support to begin lojeng
effective reference data management programs.

Organizations are expected to report certain inébion

A. FATCA

FATCA was enacted in 2010 as a way to minimize
perceived off-shore tax evasion by US individuatddimg
assets by way of offshore accounts that were rigesuto US
information reporting to the IRS. To ensure thanf comply
these regulations, they will need to obtain and niaah
additional data of clients, recognize and holdbaak on
payments to people/entities violating the regulatjaletermine
and disclose the proportion of assets that gen&fStesource
income (the ‘passthru percentage’).

An important difficult task for financial instituns is
supporting the new data elements required to eéffegt
comply with FATCA in terms of institution level datand
instrument level data.

The data challenges include clientele on boarding,

necessitating management of huge data and theyed;tarmanaging and supplementing data that already exists

focusing on the architecture of data, creationatédlife-cycle
maintenance and data quality from front throughaok office.
As businesses have started confronting a numbexgofdatory

Classification is important and quality of datadstremely
important for this. FATCA enables selected assetsbé
grandfathered, however, this is also not easyringef data as

regimes, the complexity has increased because oketa zny material modifications, and these were notriletetailed

conventions and business definitions and regulatefgrms
are posing challenge for them and put more focunoiting
systemic risk, making markets more transparenggseirding
protection to customers from unfair market practicend
improving regulatory compliance, level of transpene and
corporate governance at the same time.

IV. IMPLICATIONS ON DATA

The following implications can be seen becausédefrtew
regulations:

and defined in the regulation, however, this caukhn assets
are no longer grandfathered can be subject to FATCA
Classification of accounts under FATCA is one oé th
major challenges with this new regime. The biggéstilenge
in this new regime will be with regard to classifyiaccounts
under FATCA. The pure volume of information andadttat
must definitely be compiled and evaluated for appate
classification, understanding where exactly the adadists and
stored, and understanding if the different souaresadequate
to make the required classifications and can bed use

+ New regulations demand a high quality data tham evereporting will be daunting. Some financial instituis need to
before — need to clean up data related to defanlls depend on several sources both in front office tzak office
duplicates for customer and investor data.

» Get ready for regulatory change by conducting @ dat FATCA compliance considers three basic componéjs:
integrity assessment across data flows to identifyidentifying client and documenting the same (2)orépg to
control and clarify 'hot-spots' IRS; and (3) withholding tax. The scope of eachtluse

» Implement the processes, procedures and tools dieedelements is far-reaching and potentially complex, dan be

to promote continued data quality monitoring andmanaged keeping right program in place.

remediation all the way through the data lifecycle

Identification and Documentation require an analydithe

+ Include data ownership in a robust Data Qualitycustomer base and likely process changes. Thig state is

framework

where the lion's share of the work is required &s/blves due

« Standards and architecture can have significanadamnp diligence for both existing and new accounts. Famtiore,

on Data Quality and the ability of the organization
change and integrate

financial institutions will be required to examitieir company
structures and legal entities to classify them FXTCA

The regulations by and large place dependence opurposes as “financial institutions” or “non-finaaicforeign

documentation and electronic data that is eithdtected
through the Foreign Financial Institution (FFI)'xisting
account opening process or that is normally maiethiin the
customer file, with specific reference in the prétamto the
regulations to reliance on Anti-Money LaunderingMB)/
Know Your Customer (KYC) rules.

Let us look in depth on each of the key regulateoyms in
detail and their impact on reference data managemen
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entities.” Additionally, financial institutions ithe US need to
examine accounts held by overseas entities to néoeg
potential indicia of US status. Those institutisi®uld react
accordingly, creating new processes to assesgwallagcounts
opened by foreign entities. FFIs must also assessting
accounts held by foreign entities and existing a@d accounts
held by individuals to identify potential US ownleifs
* Legal entity analysis to determine the impact of
FATCA by assessing and identifying the internal
organizational structure, since FATCA may not be
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applied universally to all legal entities of a firthmay
apply differently for a few legal entities.
» Client onboarding and customer identification toaite

surveillance, enforcing position limits,
resolution authority.

Information with regards to a counterparty’s adfiions and

and exsimng

and analyze the availability of customer informatio corporate hierarchies should be made availabléigned with
evaluate data integrity, determine jurisdiction andlegal entity identifiers (LEIS) and unique countenty
governance, and assess current know your customigentifiers (UCIs). This would increase the abilitiregulators
(KYC) and other processes and systems that suppoi@ acquire and aggregate data of all entities aakets as well

new client information

as ensure monitoring systemic risk.

« Gathering customer and counterparty data is the key Impact of FATCA

source of information for FATCA compliance. This

Firms in capital markets are expected to develoguch a

requires determining the consistency of customéa daway that their risk management systems for bothptiamce

within and perhaps across legal entities, dististging
the forms of information and identifying possibégal
impediments in one country or another to collecting
sharing information

Reporting requirements will likely call for sometaahat
financial institutions do not currently collect store, which, in
turn, will impose significant changes to existingtems. It is
important for financial institutions to examine straints on
technology front so that they can build and essabdin annual
reporting model to disclose account balances agoheats for
all US accounts.

Withholding needs information related to identifioa of
systems architecture and current payment processhs firm
and existing procedure for withholding any paymemtder the
scope. This is the visible “tip of the iceberg” whié comes to
the potential financial impact of FATCA. The mainpgort for
FATCA’s customer identification and information oefing
obligations is the imposition of 30% withholding payments
to financial institutions and certain other custosneand
counterparties that do not comply with FATCA. Ider to be
compliant, a financial institution must be able withhold
when necessary. The IRS and Treasury can holdsditution
liable for any tax it should have withheld if withlding is not
done properly. Not just credibility and reputatioh a firm
would severely be impacted but also increases laghl if
payment is withheld incorrectly.

Data requirements to comply with FATCA:

US Internal Revenue Service (IRS) will assign aguai
Global Intermediary Identification Number (GIIN) rfeeach
registered Foreign Financial Institution (FFI). Aonthly
update will be done from the IRS from the initiagistry data
in June, 2014. Several classifications control hatding rates
include, in scope, exempt grand fathered (for thosiuments
which fail under grandfathering rule) and exemporsterm
(for those instruments which fail under the shertst rule).

Institution Level Classification & Status: FFI retyiy status
will be based on the Global Intermediary ID Num@&I1IN")
issued by IRS. The registry status can be crosseated with
several other identifiers, Legal Entity Identifi@iLEI"), for
example.

Legal entity identifiers (“LEI"), unique counterggr
identifiers (“UCI"), and product identifiers coulde crucial
tools for financial regulators tasked with measgriand
monitoring systemic risk, preventing fraud and neark
manipulation, conducting market and trade
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and business purposes are met. From the refereate d
management standpoint, their ability to understahdir
counterparty risks is hampered by a lack of coeststeference
data and legal entity identifiers. Following thelgal financial
crisis, it has become important to have a universal of risk
exposures from a specific counterparty, region dvesse
event. There are three main areas of impact faicpzating
FFIs, a. Implementing the corresponding withholding
mechanism for uncooperative individuals and emstiti®.
Identifying and classifying customer and countetiparof US
accounts (including acquiring the relevant documsierdand c.
Implementing the required IRS reporting.

B. Dodd-Frank Act

The Dodd-Frank Act established new requirements for
execution, compliance, and data reporting in retatito
derivatives transactions, and defined entities thét be
involved in these activities.

The Dodd-Frank Act Implementation phase introduces
sweeping reforms that include mandating most héaige and
private equity managers to register with the SEE raport on
their trades and portfolios. It is also requirecttlall OTC
derivative transactions be reported to trade rémiss.

Scrutiny in global financial services sector haswgr
because of volatility in the markets that made sdstgo up
which fail to meet regulatory requirements. Busies
enterprises should focus on implementing a thoroagh
impressive methodology and technique that doefaumn their
competitive position and limiting exposure to paigrfines.

Regulators around the world are looking to monitor
systemic risk through rules such as Dodd-Frankidtte U.S.
For financial firms these financial regulationslwidve a major
impact on nearly every area including operatioasgliance,
Information systems, risk management and data nesnegt.
Financial institutions really need to keep traclcotinter party
risk, manage regulatory risk, and take care of -tigad
reporting to senior management of the institutiord ahe
regulators.

The objective of enacting Dodd-Frank Act was toatee
confidence in the public following the financial ka®wn and
taking measures to prevent such crises in futuo¢h Bgencies,
Securities and Exchange Commission (SEC) and Coritynod
Futures Trading Commission (CFTC) were entrusteth wi
setting the guidelines for implementing this Act.

practice
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Dodd-Frank Act is focused on safeguarding
transparency that includes contractual financidbrimation
related to instruments such as equities, bondsdangatives;
business entity reference data, mainly used
counterparty risk and defines parties to the businelata
relating to prices; and data pertained to portfobtdings.

theintroduced

in other jurisdictions, which
Australia, Singapore and Hong Kong.

EMIR is applicable to financial counterparties @d#ion to

include pda,

to sassenon-financial counterparties (“NFCs”) notable i tBU which

means that by extension to firms how to deal wibheone of
them. An EU-established business comprises of itrseas

The focus of Dodd-Frank Act has been on the OTQivisions.

derivatives market to achieve the following objees:

e To minimize systemic risk of derivatives trading.

e To create transparency in derivatives markets.

» To provide credit protection for derivatives tregler

Dodd-Frank Act will have an effect all who tradeSwaps
in the US region, i.e., Swaps dealers (SDs) andoM8jvap
Participants (MSPs).

MSPs and SDs, under the Dodd-Frank Act, need tdodis
reports on daily basis on derivatives trading, redaor un-
cleared, to a registered Swap Data Repository (SORg
reports shall cover the below mentioned areas:

* The Primary Economic Terms (PET)

» Continuation of data

* End-to-end data i.e., enactment and transition swap

The Dodd-Frank Act furthermore demands that SDRs ta
the appropriate steps to make certain that thettiatareceive
is consistent and accurate.

Impact of Dodd-Frank Act

With the changes to the regulations, OTC derivativeed
to be traded through exchanges and they shouldldzeed
through central counterparty clearing houses whmlt
additional burden on the RDM function. The reaserOiTC
market reforms in the U.S. and Europe is expeaegdult in
data rates to grow by 400%, transaction volumes\sr 20
times and three to four times in market data vokirfrem
current levels. The push for straight through pssogg (STP)
with shorter trade settlement cycles and orderedriknarkets
will increase the pressure on clearing technologyd a
infrastructure requirements.

C. EMIR

The European Market Infrastructure Regulation (EMIR
was entrusted to regulate the OTC derivatives nhaskel
requires market participants to report all derivatirades to a
trade repository. This European Union regulatiosegi an
opportunity to new and innovative prerequisitesti@ngthen
transparency as well as bring down the counterpaggther
with operational risks typically associated witle ttierivatives
market. Superior data quality, accurate referena¢a ds
extremely important to assuring compliance. EMIRpmrses
the central clearing of explicit categories of Off@nsactions.
In all cases in which central clearing is not regdj parties to
the trade to implement extra harsh risk control maegsms.

Given that the EMIR was due to come into force hg-e
2012 , qualified standardized OTC derivative cafrais
required to be cleared through a central countgrpaith all
cleared and non-cleared transactions disclosedppyoged
trade repositories. Equivalent guidelines have alsen
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EMIR is applicable to a large array of derivativesadit
default swaps, options, futures and forwards, swapd
forward contracts for differences, over a widesgrsalection
of underlying financial instruments, assets, comitiexsl and
indices, however, spot contracts are not included.

Under EMIR, all of the counterparties and central
counterparties (“CCPs”) need to make sure thatiqudats of
any derivative contract are declared to a regidtarade
repository (“TR”) within a single working day of sit
fulfillment, change or termination. The intent badireporting
is simply to make sure that the facts about thksrdeeply
rooted in OTC derivatives markets would be centrall
organized and quite easy to access to ESMA, remaland
appropriate central banks

Categories of requirements introduced by EMIR:

* Risk management — meeting margin and collateral

requirements

¢ Regulatory reporting — reporting listed and OTC

derivatives to trade repositories of EMIR

* Clearing — centrally clear almost all OTC derivatv

regarded as clearing qualified with EMIR approved
central counterparties

Non-financial corporations widely use OTC derivativas a
tool to manage risk can be exempted from the cigari
requirement when their derivatives not hedged renvesll
below specified limits, however, they should be ealtb
confirming with the reporting and a few requirengenf risk
management.

Impact of EMIR

e A data aggregator need to gather data from digparat

sources in the enterprise to meet reporting olitigat

e Trade data repository is to be created for reaktim

regulatory data reporting

Challenges faced by market participants

< Difficulty in reporting trade related informatioon the

trade repository and identifying data related to
clearing, risk involved and lifecycle events in the
stipulated time and format bound business rules

« Data maintenance and reporting requirements on all

OTC derivatives

e Acquiring data from different sources and recogmjzi

data fields for real-time

D. Solvency Il

The objective of the Solvency Il Directive is simpptio
create equal opportunity in the entire Europearioredor
insurers and also to create a market environmerdreim
insurance firms can have equal role to play. Itnsated to
improve risk management in insurance firms and rengwey
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set aside sufficient capital to cover every riskeythface
including credit, market, and operational risks.

One of the major difficulties faced insurers is qbying
with the directive of maintenance of data managémasset
managers and securities service providers alonf dita
vendors face challenge in meeting the directive.

Under this directive, insurers are required reptot
regulators large amount of data about their
information. They will have to acquire and repodd#ional
data to give in-depth details, maintain consistesog quality
than ever before.

It is well known that Solvency Il is for the insae sector,
however, it could have impact on asset managersveds
Periodical data requirements, like quarterly, lyaidrly or
yearly data reporting, can result in getting mattmmplicated.
Annual data requirements will be tedious and timmestiming,
although there is a possibility of getting extensio reporting
timeline.

Data management is critical for every financialitogion
and they need to their data acquired, managed gpoited
consistently. There needs to be sufficient cootéingbetween
back-office service provider, insurance company asdund

managers, and data vendors to make sure that data

consistent.

Firms need to focus on three data requirementssel ata
requirements include: new and innovative types afad
maintaining data quality; and examining the same.

Solvency 1l is increasing its current standards data
quality of assets, at times far higher than is edeat present.
As the data quality is monitored by insurers aneirth
respective supervisors as part of confirmation ¢sec
Solvency Il wants the asset quality data to beewbrin terms
of completeness, appropriateness and accuracy.

Data consistency is very hard to accomplish. lvésy
likely that we might get different values from difént markets
for a defined asset class which could be corre¢h@ir own
way.

Impact of Solvency I

Solvency Il will impact investment managers in anfer
of ways.

Not only is asset data, reference data and pridag
required on a “by security” basis but also datehsasfinancial
ratios and average dividend yields.

To report on this data quarterly will require preses to be
carefully thought out. If data cannot be held systcally this
is a major manual undertaking each quarter, ndtfjasn a
reporting perspective but also with regard to ongodata
maintenance. Adequate procedures and controls meugtit in
place to ensure that all changes or amendmentsrtegsystem
held data are captured and updated. There maybalsoneed
for a quality assurance type role to validate amstad
amendments. Utmost attention and care will neebetgiven
to how this is enforced and monitored

firanci

from their third parties but also a need to reviand
renegotiate SLA'’s.

E. MiFID

The Markets in Financial Instruments Directive (Ml is
the new regulatory framework from the European C@gion
for the European Financial Markets with an objextito
promote competition, improve competitiveness antlaaoe
choice for investors in the European financial retsk. The
Directive was adopted in 2004 and came into exigtém 2007
replacing the Investment Services Directive whiaswadopted
in 1993. MiFID establishes a regulatory framewankl aims to
create a single market investment services andr atiated
activities to provide protection for the investevlo invest in
variety of financial instruments.

No major changes or revisions are expected untiéadt
2015, however, changes expected include extendimg t
original transaction reporting requirement to aithahcial
instruments traded in a regulated markets. Firmksnged to
capture a large amount of data, and report it auiete manner
and within the stipulated timelines.

MiFID has addressed the concept of transparendyvin
forms, pre-trade and post-trade transparency. prestrade
transparency, investors are required to get actesguote
details prior to trading such as outstanding oftdev in their
order book. In a post-trade transparency, trarmacdetails of
instrument traded needs to be disclosed to public.

As far as transparency in pre-trade is concerregllated
markets and non-exchange financial trading venues fs
multilateral trading facility (MTF) which are quetkiven need
to publish information pertaining to best bid arfifor banks
or investment firms (who match 'buy' and 'sell' esed
internally) and regulated markets. MTFs are suppose
publish information on five best bids and offersthgy are
order-driven. Systematic Internalisers (Sls) arquired to
provide quotes for stocks that are traded on reéggilmnarkets.
Sls deals on own account but executes customersoodgside
MTF without operating a multilateral system.

As far as having maintaining post-trade transparenc
trading venues play a key role and are requiregravide
details of executed trades, including time startips price, the
quantity and the execution venue.

Major aspects of operations and data managemelnidanc
reporting of transaction data, conduct of businass, record
keeping. These aspects relate primarily to operatiof
financial intermediaries. They have to report ansactions
made and keep the records in durable medium feryears in
order to comply with MiFID.

It is not a showy statement to posit that MiIFID’s
implementation could overall shape of the Europearkets as
we know them.

Market-led solutions will be in demand and will fel
implementing transition to the post-MiFID world. MD is

With an increase in the amount of data requirech wit ©XPected to bring changes to the way in which ntarke

increased frequency and in reduced timeframes éivety,
asset managers can expect not only an increasddeseharge
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participants operate.
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Early readings propose that trade volumes couldugo

three to four times as many more firms benefit fr@actronic

tools at their disposal to enable direct marketeasmr when

volumes of orders of made into small sizes. An toithl
difficulty will be to look at possible innovatioris liquidity

risk management by allowing back and middle offizenatch

the risk management approach.

Financial institutions need to look at make stratefoices

in relation to their internal capabilities, compwties and their

service offerings and external factors like contjeti and

economic conditions and their impact.

Order execution policies also impacting referenata nd
these policies should include data on several gxgrtuenues.
Center for Economic and Social Rights (CESR) bekethat

business enterprises should have scope to makengrdg

about addressing implicit costs in the best manigra result
firms  will
acquisition, storage, maintenance and distributienwith

regards to market, reference and extracted datafev

3

need to have massive volumes of data for

observers foresee three to five-fold increase lomes of data.

Impact of MiFID
The regulations of MIFID will affect most in theofit
office in order execution policies

and maintaining

transparency. This will require maintaining addiabdata that

are fed into back office processes and classifinatf data.

The classified data needs to be managed and peilish

against extremely tough timelines. The impact coaffict

(1]

(2]

(4]

(5]

(7]

most mid-sized firms not only because of the MiFIDI®]

compliance but also because of broad-span directlike

European Union Saving Directive and Basel Capit&kR
Directive. The existing data structures of the §iralso need

overhaul.
Also impacting reference data is that under MiFtijer

execution policies will need to include informatiam the

different execution venues (where the investment éxecutes

its client orders and the factors affecting the iohoof
execution venue).

V. CONCLUSION
In summary, all the existing regulations are gobring

changes in the financial markets which would ensweuracy
and smooth functioning of the system with the rfiee data

management function.

Table-1

Table 1: Which types of data are impacted?
Instrument Entity
Counter

-party
High BB\d No
High High
High B No

Pricing
OTC
deriv

Credit
Rating

Asset
Type
No
High

Look
through  Quoted

Index

Quoted Tssuer

Systemic
Form PF

Dodd
Frank

EMIR
FATCA
MIFIR
Solvency
I

Source: ISITC Europe, 2013

Y I High
EENEERETEETN ¢
High High High High
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