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ABSTRACT- Due to higher integration densities,
parameter variations and technology scaling the failuresto
performance may occur for every practical applications.
this must be protected with effective error correction
codes. An advanced error correction codes are used when
an additional protection is needed. The project work deals
with the idea of majority logic fault detection and
correction technique using DS-LDPC codes with the
application focused on memories. the majority logic
decoder/detector codes is used because of their capability
to correct large number of soft errors. Even though MLD
consumes lar ge time, this can be over come by the proposed
method which detects the errors in less cycle time. The
proposed technique significantly reduces memory access
time and also it takes three iterations instead of N
iterations when thereis no error in the data read and the
MLD itself use as a fault detector which improves the
performance and also achieves high data rate while
minimizing the area of the majority gate using sorting
network.

Index Terms. ECC, majority logic decoder/detector (MLDD),
difference set cyclic codes, memory, sorting nekyaoft
errors.
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TMR is a special case of von-neumann method. It
consist of mainly three versions of the design amagiel, by
selecting the correct output using a majority @erThe
complexity overhead would be three times adds the
complexity of the majority voter and thus incregsihe power
consumption.

2) Error Correction Codes(ECC)

ECC codes are the good way to mitigate memory soft
errors. when there is a low soft error rate forestrial
radiation environments, the best solution is to csdes like
SEC-DEDJ3] because of their low encoding and dengdi
complexity. However as a consequence of highegiaten
densities, there is an increase in number of gofirg which
causes the need for higher error correction cafiabi[4].
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In the modern digital system design memories are

considers as an essential parts due to theirbiltjaand
security. To protect memories from so—called sofors[1].
the error correction codes are commonly used. 8wofir is
caused due to
circuit/device, which causes enough disturbancehafrge to
change the logic value of memory cell[2].the sofbeis also
called as single event upsets(SEUs).A multi bitetg(®1BU)
is created when high energy of radiation event beyaffects
more than a single bit. Memories are processed hichw
information to be encoded, stored and retrieved.il&Vh
retrieving encoded information should be uncorrdpto it is
important to prevent memory against soft-error.

A) Memory Mitigation Technique:
1) Triple Modular Redundancy(TMR)
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Figurel.overview of fault corrector architecture fioe proposed technique

Il PREVIOUSWORK

radiation event without damaging the

Majority logic decoding(MLD) consist of number of
parity check equations and are orthogonal to edabbrgso
that, each codeword participates in only one padyation
for each iteration leaving very first bit which addo all
equations. Because of these reason ,the outcomajofity of
these parity check equations defines the correstioésthe
current bit under decoding. Two type of decoder
implemented as Type | ML decoder & Type Il ML deeed

is

A) plain ML decoder
The ML decoder is a simple, power full decoder and
able to correct multiple random bit flips basedtio@ number
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of parity checking equations[1]. it is mainly caostsof four
parts: a cyclic shift register, an XOR matrix, ajonidy gate,
and an XOR for correcting the codeword bit underodéng.
Initially the input signal is stored into cyclicifthregister and
then shifted through all the N taps, by taking rimtediate
values in each tap are used to find the results@@jhe check
sum equations from the XOR matrix. In thd" Mecoding
cycle, the output signal is produced which is decbdersion
of the input, after the result reached the finpl ta

B) Plain MLD with SFD

generator matrix. The encoder vector includes tadsp the
first one is information bits memory and secondhis parity
bits. Whereas each parity bit is made of an inmedpct of
information vector and a column of X, from G = []:¥here |
is a k x k identity matrix and X is a k x (n-k) miatthat
generates the parity bits. The encoder circuitgljused to
compute the parity bits of the (63,37,26) EG-LDPIhe
encoder vector ¢ are (c0,c1,c2,...c25) bits are cofp@m the
information vectors | are (i0,i1,i2,...i25)bits. Themaining of
the encoded vector(c27,c28,...c62) is the parity aitd are
linear sums (XOR) of the information bits.

An alternative designs may be used to improve the

decoder performance .there is one possibility iadd a fault
detector[1] to decode only faulty code words bicaiating

the syndrome. the implementation of an SFD redubes
average latency of the decoding process, it alsts alsign
complexity as shown in the figure2.

word

Figure 2.Schematic of an ML decoder with SFD
1. PROPOSED WORK

Here in the present paper a serial ctoreand fault
detector is implemented. By designing a majorityegasing
sorting network we have proved that the fault detec
designed with serial corrector provides error d#tecin the
three decoding cycles. By using a The following dtyesis[7]
is made for the proposed technique: “Given a wbed teads
by a memory protected with DSCC codes and it vélhtoved
upto five bit flips and all errors can be detecteith three
decoding cycles only”. This is a big advancemengrothe
uncomplicated case where N decoding cycles areireshto
ensure that the errors are detectéidure3 shows the general
memory schematic of MLDD. Which is consist of arcecter,
memory and MLDD.
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Figure3.A generic memory schematic of MLDD.

1) The Encoder
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Figure4. structure of an encoder circuit for thg, [I5)EGLDPC code

2) Fault Secure Detector:

The detector operation is used to generate the
syndrome vector and the checking or detecting o¢joeras
given by S = C.H. The syndrome vector S is an (n-k) bit
vector. every bit of the syndrome vector is obtdilgy the
product of C with each row of H . if the syndromésSero
then the C is a valid codeword else the C is eeaus [5]. An
XOR gate is used to implement the binary sum &f pnoduct.
the fault secure detector[6] design example for(H57,5)
EG-LDPC code is shown in figure 5.
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Figure 5. structure of an fault secure detectaudirfor the (15,7,5)EG-LDPC

3) Memory Block

In order to prevent accumulation of too many errors
in any memory word that surpasses the code coorecti
capability and the system must performing memory
scrubbing[3]. The process of periodically readingnnory
words from the memory block and correcting any ptisd
faults[5] and finally write them back to the memadsythe
function of memory scrubbing. The normal memory emsc
operation is kept constant for the periodic scroploperation
to be carried out.

4) Serial Corrector
Figure6 shows the One step majority logic decoder o
corrector THES SEFAORARIMEIBREE S ovpsrlsMifle: tyrderour pi

codeword which contain errors. When there is aflault rate

Figure 4 shows an example for encoder design fofound then the corrector block is used infrequerttig normal

(15,7,5)EG-LDPC code. The information bits are fara to
the encoder to encode the information vector. Hastion
gives a brief introduction on linear block ECC’'shélTencoder
circuitry consist of (n-k) XOR gates. An n bit ceded c
which is used to encode a k bit information vectors
produced by multiplying the k bit information mergoiThe
encoding operation for linear codes essentiallyfgoers the
vector-matrix multiplication. C = [I x G] where G &a k x n

29

memory reads path will be placed off by the sec@lrector.
This is shown in the figurel .the memory words rateieved
from the memory block and checked by the detectut. u
When the detector detects an error the memory veofeld to
the corrector block to be corrected that has andateof the
detector plus the n round of the corrector[4].
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zero's, that means the current bit under decodigvriong

%y,.{ Co[C1[C2[Ca[Ca[Cs[Co[Cr[Ce[Cn }c«o}cﬂ\(:u[c«zjcwfl

s and a signal triggered to correct it. Otherwiseg BUD
e Gl TR i [4]would be correct and there are no extra fundiamuld be
VT O O e needed on it. Step4: in the next step, the contefnte shift
( ’_] 1 registers are rotated and the above procedur@ésted till all
ey codeword bits have been processed][6].
- o
Figure6. one step serial corrector(15,7) 6) Ma;orlty Gate(MG), . L. .
The responsibility of the majority gate is to cortgu
5) MLDD Design the parity checksums and to take decision about the

Figure7 shows the schematic of the proposed MLDIFOrrectness of the current bit under decoding(BUD).
for N-bit codeword.The extra hardware needs to perform theConventionally, the implementation of the MG grows
error detection is illustrated in the figure9 thafThe control ~ €Xponentially with the no of inputs added[4]. Tooal this

unit & output tri-state buffers. complexity issue, producing a majority gate basedarting
networks.
AN xINZ) xlT-JI AN4] AN A1) X[‘D\
PN ——— — ] L Sorting Network
¢ ‘zﬁ[lb'Tjr ’—H—D’ - mﬂLE;::?a ) nggure10(a) & Figurel0(b) shows the two bit sorter
"w:?ﬁ—:f[&:i{ network. A sorting network consist of wires and garators
| —— - that will sort all possible inputs into ascendinger in correct
e manner. So that it is used to reducing the gateb thair
' WA interconnections of the majority gate.
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e — | -
Figure7.Schematic of proposed MLDD for N bit compantor
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IV.SIMULATION RESULTS

The proposed designs are simulated in Xilinx 14.7
and the outputs are shown below. Experimental teshlows
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Figure8. flow diagram of the MLDD algorithm
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Figure8. shows the flowchart of MLDD algorithm. R — ——
and the steps are given as Stepl: initially thertrsignal is P umme 5;;;;:
stored into the cyclic shift register and shiftédoughout all Fivamimmme s
. . . 1y emor ) 1
the taps. Step2: the intermediate values in eaehata then e |o | | \ T |
. . . » Mg Woataoutio:62| 00000000000 300000000000000000030000000000000000PO00000000000000000000..._{ 11110 { 0000000000000003H00000000000000.
used to find the results {Bj} of the checksum edumatfrom 4 o) oo |t sttt o G o G oo
the XOR matrix. Step3: the resulting sums {Bj} @hen send
to the majority gate(MG) for calculating its coreess. If the i

received number of 1's in {Bj} is larger than thember of Figure12. simulation waveform forl step MLD(63,3)2
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Figure13. Simulation result of MLDD(63,37,26).

V .RESULTS AND COMPARISON

Number of cycles needed

Technique /0 Error Cwcle at which the output obtained
Detection after detection process
N
Without error With error
Plain N N+2 N+2
MLD(Existing)

2 | ®BaN-15 | EaN-15+2 E.gN=-15+2)

Proposed 2 3 3+2=5 N-+5

MLDD

Table | comparison of no. of cycles needed for psagl and existing designs

Technique Time at which the o/p | Delay(ns) Total
obtained for error free power
Gate | Net Total
codeword(ns) consumpt
delay | delay delay
ion(mw)
Existing
3033 3.836 9.17 14.006 49
MLD
Proposed
MLDD
1934 3983 | 8595 | 12578 47

Table 1l comparison of speedup, delay and tot#hesed power
consumption.

V1. CONCLUSION AND FUTURE WORK

In this paper the MLDD fault detector module has
been designed in a way that is independent of tiie size
and This makes its area overhead less and powsugcgation
is quite reduced compared with other approachdbhdwyse of
sorting network. And the extension to this workdizne by
implementing the majority logic decoder/detectorings
additional error detection logic such as BIST tegha. Future
work can be extended by replacing the conventigatds with
reversible logic gates and use scrubbing methodrdter to
reduce the conventional power consumption and rgedsis.
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